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QUESTION PRESENTED 

Whether the trial court correctly declined to suppress evidence derived from 

pole cameras that were installed in public locations without a warrant and recorded 

video but not audio of publicly-viewable areas in front of appellants’ residences.  

STATEMENT OF THE CASE 

As a result of a multi-agency wiretap investigation, a grand jury sitting in 

Essex County returned indictments against appellants Nelson Mora, Lymbel 

Guerrero, Randy Suarez, and nine others in August and September 2018, charging 

them with conspiracy to violate the Controlled Substances Act, Mass. G.L. 94C, 

and various substantive narcotics offenses.  See generally App. 4, 6, 12-34, 107-

108.1  In September 2018, a Bristol County grand jury returned additional 

indictments against Mora and two of his co-defendants.  App. 12.  The Bristol 

County indictments were subsequently transferred and consolidated with the Essex 

County cases.  See App. 6, 10.  

Mora is charged with one count of trafficking 100 grams or more of 

oxycodone, one count of trafficking 36 grams or more of oxycodone, four counts 

of trafficking 18 grams or more of heroin, one count of trafficking 10 grams or 

more of fentanyl, two counts of distributing a Class B substance (oxycodone and 

 
1 This brief will refer to pages of appellants’ appendix as “App. ____,” and to 
pages of appellants’ brief as “Appellants’ Br. ___.” 
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fentanyl), and three counts of conspiracy to violate the Controlled Substances Act.  

App. 4, 12-34.  Guerrero is charged with one count each of trafficking 36 grams or 

more of heroin, trafficking 36 grams or more of oxycodone, trafficking 36 grams 

or more of cocaine, trafficking 10 grams or more of fentanyl, and possession with 

intent to distribute a Class A substance (fentanyl), as well as two counts of 

conspiracy to violate the Controlled Substances Act.  Suarez is charged with one 

count of trafficking 200 grams or more of heroin, one count of possession with 

intent to distribute a Class B substance (oxycodone), one count of possession with 

intent to distribute a Class A substance (fentanyl), and two counts of conspiracy to 

violate the Controlled Substances Act. 

In July 2019, Mora, Suarez, and Guerrero moved to suppress evidence 

derived from the warrantless use of pole cameras, including “any fruits therefrom.”  

App. 35-63.  Four co-defendants were permitted to join in those motions.  See App. 

113.  The Commonwealth opposed the motions.  App. 64-101.  The parties jointly 

stipulated to a series of facts relevant to the motions.  App. 102-06.  The Superior 

Court (Feeley, J.) held a non-evidentiary hearing on October 21, 2019, and denied 

the defendants’ motions on November 4, 2019.  App. 9-10, 107-24.  

On November 19, 2019, Mora filed a notice of appeal.  App. 125.  On 

December 10, 2019, Mora, Suarez, and Guerrero filed a joint application for leave 

to pursue an interlocutory appeal and to stay the proceedings in the trial court.  
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App. 130-43.  The Single Justice (Lenk, J.) allowed the application on January 29, 

2020, and ordered that the case proceed in this Court.  App. 144-45.  

STATEMENT OF THE FACTS 

I. Using various investigative methods, law-enforcement officers 
uncover extensive evidence of drug trafficking by appellants. 

This case arises from a long-term narcotics investigation by members of the 

Massachusetts State Police, Massachusetts Attorney General’s Office, Drug 

Enforcement Administration, Lynn Drug Task Force, Danvers Police Department, 

and Beverly Police Department.  App. 108.  The investigation began in November 

2017, after a confidential informant told police that an individual known to the 

informant as “Nelly” was distributing large quantities of oxycodone in and around 

Lynn.  Id.  The informant also advised that “Nelly” used Shepard Street in Lynn as 

his primary location for meeting with drug customers.  App. 111 n.3.  Though the 

informant did not know “Nelly’s” true name, investigators ultimately identified 

Mora as “Nelly” and determined that Mora resided on Hillside Avenue in Lynn.  

App. 108, 110.  With assistance from the informant, investigators successfully 

introduced an undercover trooper to Mora.  App. 108.  Between December 2017 

and March 2018, the undercover trooper made a series of nine controlled buys of 

various amounts of oxycodone, heroin and fentanyl from Mora.  Id.   

On March 19, 2018, the investigative team sought a wiretap warrant for the 

cell phone Mora used to communicate with the undercover trooper for each of the 



13 
 

controlled buys.  Id.  Superior Court Justice Feeley issued the wiretap warrant, 

authorizing the interception of communications pertaining to illegal narcotics 

activities over Mora’s phone.  Id.  The wiretap portion of the investigation ran for 

approximately two months.  App. 108-09.  On various dates in April and May 

2018, Justice Feeley issued three additional wiretap warrants authorizing continued 

interceptions of communications over Mora’s phone, as well as the interception of 

communications over several other phones identified as being used to facilitate 

narcotics distribution.  Id.  While the wiretap was ongoing, Justice Feeley also 

issued warrants authorizing police to install and monitor global positioning system 

(“GPS”) devices on certain vehicles and to obtain “ping” location data for certain 

cell phones.  App. 109.   

Based on intercepted communications, investigators identified defendants 

Guerrero and Richard Grullon-Santos as heroin and fentanyl suppliers for Mora, 

and defendant Erick Delrosario as Mora’s primary oxycodone supplier.  App. 107-

08.  Investigators also identified several others who were closely associated with 

Mora or served roles within this drug distribution network, including defendants 

Suarez, Frantz Adolphe, Gregory Inuyama, and Aggeliki Iliopoulos.  App. 107. 

The investigation resulted in the arrests of thirteen people and the 

coordinated execution of search warrants on May 22, 2018, at nine locations, 

including the residences of Mora, Suarez, Guerrero, Adolphe, Iliopoulos, Inuyama, 
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and Grullon-Santos.  App. 109.  In total, the search warrants yielded almost 2,400 

oxycodone pills, more than a kilogram of heroin and fentanyl, 75 grams of cocaine, 

and approximately $415,000 in cash.  Id.  

II. Investigators install pole cameras that video-record public areas 
and capture relevant evidence.   

As part of the investigation into Mora and his drug distribution network, 

investigators used what are commonly known as “pole cameras” to conduct 

surveillance before and during the wiretap portion of the investigation.  App. 102.  

The first pole camera went up in December 2017, after police had conducted 

controlled drug buys from Mora through the confidential informant.  The 

Massachusetts State Police installed the pole cameras in various public locations 

near, but not on, the property of several of the defendants.  In their stipulations, the 

parties described the locations and footage obtained from the pole cameras as 

follows:    

a. 68 Hillside Avenue, Lynn, MA, which is the residence of defendant 
Nelson Mora. The Hillside Avenue camera afforded a view of a 
portion of the front of the house, as well as the street on which the 
house is situated and the sidewalk that runs in front of it.  The pole 
camera footage for this location runs from December 6, 2017 at 11:43 
a.m. through May 23, 2018 at 3:19 p.m.  Mora was regularly seen on 
the footage from the Hillside Avenue camera.  On a few occasions, 
defendants Inuyama, Adolphe, Guerrero and Suarez and/or vehicles 
investigators knew to be operated by them were also seen on the 
footage from this location. 

b. 8-10 Swampscott Avenue, Peabody, MA, which is the residence of 
defendant Randy Suarez.  The Swampscott Avenue camera afforded a 
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view of the front of the residence, as well as a driveway in front of the 
house (partially obscured by a neighboring Dunkin’ Donuts), part of a 
second driveway on the side of the house, and the street on which the 
house is situated. The pole camera footage for this location runs from 
March 23, 2018 at 12 p.m. through May 23, 2018 at 3:19 p.m.  Suarez 
was regularly seen on the footage from the Swampscott Avenue 
camera.  On a few occasions, Guerrero was also seen on the footage 
from this location. 

c. Shepard Street, Lynn, MA.  Defendant Frantz Adolphe resides at 9 
Shepard Street, though the Shepard Street camera was not focused on 
his residence or any other particular residence.  The camera afforded a 
view down the length of Shepard Street, which included a partial view 
of the top of the driveway to Adolphe’s residence.  The pole camera 
footage for this location runs from April 4, 2018 at 8:48 a.m. through 
May 23, 2018 at 3:20 p.m.  Mora and Adolphe were regularly seen on 
the footage from the Shepard Street camera.  On at least one occasion, 
Grullon-Santos was seen on the footage from this location. 

d. 7 Ruthven Terrace, Lynn, MA, which is the residence of Grullon-
Santos.  The Ruthven Terrace camera afforded a partial view of the 
front of the house, which was largely obscured by a tree in a 
neighboring yard.  The pole camera footage for this location runs from 
May 18, 2018 at 8:13 a.m. through May 23, 2018 at 3:20 p.m.  On at 
least one occasion, Grullon-Santos was seen on the footage from the 
Ruthven Terrace camera. 

e. 9 South Elm Street, Lynn, MA, which is the residence of Carlos Perez. 
Perez is not a charged defendant in this case.  The pole camera 
footage for this location runs from May 9, 2018 at 7:35 a.m. through 
May 23, 2018 at 3:20 p.m. 

App. 102-03.  

Each of the cameras captured video, but not audio.  App. 103.  While the 

cameras were operating, investigators could remotely view the video from a web-

based browser in real time.  Id.  Investigators could also search and review 

previously-recorded footage.  Id.  The cameras had zoom and angle movement 
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capabilities, which could be operated remotely by investigators, in real time only.  

Id.  The zoom function could allow investigators to read the license plate on a car 

in some instances.  Id.  The cameras did not have infrared or night-vision 

capabilities.  The cameras recorded everyone coming and going from the above-

listed locations.  The cameras captured only publicly-viewable areas and activity; 

they did not enable investigators to see inside any residence.  Id.; see also App. 88-

101 (photos showing views from pole cameras). 

While the investigation was ongoing, the data from each pole camera was 

stored on a State Police server.  App. 103.  After the cameras were turned off, the 

data was removed from the server and transferred onto hard drives for storage and 

discovery purposes.  Id.  

Observations made by investigators using the pole cameras were included in 

affidavits submitted in support of the various search warrants obtained during the 

investigation, including warrants authorizing GPS tracking of vehicles, electronic 

surveillance of telephones, and searches of the defendants’ residences.  App. 72.  

SUMMARY OF THE ARGUMENT 

The police set up five pole cameras that captured video but not audio footage 

of the activities on public streets and in front of particular residences for periods 

ranging from less than one week to about six months.  The cameras could neither 

peer inside any home nor observe behavior that would not have been readily 
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apparent to any passerby or neighbor.  Unsurprisingly, courts have found no 

reasonable expectation of privacy on such facts in case after case, spanning 

decades.  Appellants have offered no persuasive reason for this Court to turn its 

back on such longstanding precedent.  See infra at 20-26.  

Appellants rely on a series of decisions addressing location-tracking 

technologies—in particular, global positioning system (GPS) surveillance and 

cellular site location information (CSLI)—to support a different result here.  But 

none of those decisions purported to overturn the general principle that people 

cannot reasonably expect privacy in things or activities exposed to the public.  

Instead, those cases were decided based on the unique characteristics of location-

tracking technologies, including their ability to comprehensively track individuals, 

and to capture individuals’ movements in both public and private spheres.  See 

infra at 26-32. 

The pole cameras used here are wholly different from location-tracking 

technologies.  First, they captured only public conduct.  Second, they did not paint 

anything approaching the “‘intimate picture of one’s daily life’” that location-

tracking technologies produce.  Commonwealth v. Augustine, 467 Mass. 230, 248 

(2014) (citation omitted).  While the pole cameras captured some personal details, 

they were limited by what happened to cross their field of view; the pole cameras 

could not, as a cell phone does, follow appellants through all of their movements 
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throughout the day.  Third, the pole cameras here captured solely the discrete acts 

that appellants knowingly exposed to public view; location-tracking devices 

capture much more.  Fourth, unlike location-tracking devices—which implicate 

this Court’s special solicitousness of privacy in the face of revolutionary advances 

in technology—pole cameras as used in this case are a traditional technology, with 

a long history of judicial analysis under settled Fourth Amendment principles.  

Whether other types of cameras or other technologies not used in this case would 

raise privacy concerns is simply not presented on this record.  See infra at 32-42. 

All of these points support the conclusion that appellants had neither a 

subjective nor objectively reasonable expectation of privacy in the evidence 

captured by the pole cameras here.  On the subjective component, appellants never 

manifested the least intention to keep the conduct viewed by the pole cameras 

private.  On the objective component, any expectation of privacy would have been 

objectively unreasonable, given that the pole cameras were installed in public 

locations and captured only conduct that was fully visible to the public.  See infra 

at 42-45. 

Finally, even if this Court holds that a warrant was required, it should 

nonetheless affirm because the police acted in good faith.  Neither this Court nor 

the United States Supreme Court has ever held that the use of a pole camera 

constitutes a search, and the vast majority of courts to consider the issue have held 
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to the contrary.  It was therefore reasonable for police to believe that they need not 

have obtained a warrant.  Application of the exclusionary rule is neither necessary 

nor appropriate in this context.  See infra at 46-48. 

ARGUMENT 

I. STANDARD OF REVIEW 

When reviewing a ruling on a motion to suppress, this Court ordinarily 

“accept[s] the judge’s subsidiary findings of fact absent clear error but conduct[s] 

an independent review of his ultimate findings and conclusions of law.” 

Commonwealth v. Almonor, 482 Mass. 35, 40 (2019) (citation omitted).  The Court 

“review[s] any factual ‘findings of the motion judge that were based entirely on the 

documentary evidence’ de novo,” however.  Commonwealth v. Johnson, 481 Mass. 

710, 714 (2019) (citation omitted).  

II. THE USE OF POLE CAMERAS HERE WAS NOT A SEARCH 
UNDER EITHER THE FOURTH AMENDMENT OR ARTICLE 
14. 

A search occurs under the Fourth Amendment and Article 14 “when the 

government’s conduct intrudes on a person’s reasonable expectation of privacy.”  

Augustine, 467 Mass. at 241.  Appellants had no reasonable expectation of privacy 

in conduct that they knew was visible to every passing stranger.  There was 

therefore no search in this case, and the decision below should be affirmed.  
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A. Individuals Have No Reasonable Expectation of Privacy In 
Discrete Acts or Things That They Knowingly Expose to 
Public View, as Appellants Did Here.  

Time and again—including in many of the cases cited in appellants’ brief—

both this Court and the Supreme Court have reaffirmed that people do not have a 

reasonable expectation of privacy in discrete acts or things that they willingly 

expose to the public.  The Supreme Court articulated the principle in Katz v. 

United States: “What a person knowingly exposes to the public, even in his own 

home or office, is not a subject of Fourth Amendment protection.”  389 U.S. 347, 

351 (1967).2  The Court reiterated that rule in California v. Ciraolo, stating that 

“Fourth Amendment protection of the home has never been extended to require 

law enforcement officers to shield their eyes when passing by a home on public 

thoroughfares.”  476 U.S. 207, 213 (1986).  The Ciraolo Court held that a 

homeowner had no reasonable expectation of privacy in his fenced-in backyard 

viewed by police flying overhead in a private plane.  Id. at 215.  Similarly, the 

Court in Florida v. Riley held that a respondent had no reasonable expectation of 

privacy in his greenhouse viewed by police from a helicopter.  488 U.S. 445, 448-

50 (1989).  The Riley Court noted that “the police, like the public, would have been 

free to inspect the backyard garden from the street if their view had been 

 
2 This brief at times refers to this principle as the “public-view principle,” as a 
shorthand. 
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unobstructed.”  Id. at 449-50; see also id. at 449 (“As a general proposition, the 

police may see what may be seen ‘from a public vantage point where [they have] a 

right to be’” (quoting Ciraolo, 476 U.S. at 213)).  

The Supreme Court has applied this same principle to find no reasonable 

expectation of privacy in garbage bags left on a curb outside a house, see 

California v. Greenwood, 486 U.S. 35, 40 (1988) (“respondents exposed their 

garbage to the public sufficiently to defeat their claim to Fourth Amendment 

protection”); in magazines in an adult bookstore, see Maryland v. Macon, 472 U.S. 

463, 469 (1985) (“respondent did not have any reasonable expectation of privacy 

in areas of the store where the public was invited to enter and to transact 

business”); in the vestibule of a house while the door was open, see United States 

v. Santana, 427 U.S. 38, 42 (1976) (no reasonable expectation of privacy where 

respondent “was not merely visible to the public but was as exposed to public 

view, speech, hearing, and touch as if she had been standing completely outside 

her house”); and in voice exemplars, see United States v. Dionisio, 410 U.S. 1, 14 

(1973) (no reasonable expectation of privacy because “[t]he physical 

characteristics of a person’s voice, its tone and manner . . . are constantly exposed 

to the public”).  See also Greenwood, 486 U.S. at 41 (“the police cannot 

reasonably be expected to avert their eyes from evidence of criminal activity that 

could have been observed by any member of the public”); New York v. Class, 475 
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U.S. 106, 114 (1986) (“The exterior of a car . . . is thrust into the public eye, and 

thus to examine it does not constitute a ‘search.’”); United States v. Karo, 468 U.S. 

705, 730 (1984) (“If personal property is in the plain view of the public, the 

possession of the property is in no sense ‘private’ and hence is unprotected.”). 

This Court has affirmed the same principle on many occasions.  Just last 

year in Almonor, the Court noted that a person “would certainly not have a 

reasonable expectation of privacy in his or her real-time location while standing on 

a public sidewalk, visible to any onlookers, including police, who would care to 

look in the individual’s direction.”  482 Mass. 35, 42 n.11.  In Commonwealth v. 

Rivera, the Court held that a defendant who “shouted threats and obscenities at a 

clerk in a convenience store open to the public” could not suppress a surveillance 

camera recording based on a federal statute requiring a “legitimate expectation of 

privacy,” because he “could not reasonably have expected such remarks—whether 

overheard by a customer, a passerby, a store employee, or a surveillance camera 

recording his words—to be confidential.”  445 Mass. 119, 128-29 (2005).  And in 

Commonwealth v. D’Onofrio, the Court found that the defendants had no 

reasonable expectation of privacy in a club that admitted an undercover police 

officer, noting that the Fourth Amendment “was not designed to protect persons 

from police presence in areas open to the general public.”  396 Mass. 711, 717-18 

(1986) (noting that defendant failed to offer sufficient “evidence to show 
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reasonable enforcement of a policy to exclude persons other than members and 

their guests”).  Similarly, the Court held in Commonwealth v. Sergienko that the 

defendant had no reasonable expectation of privacy with respect to an officer’s 

observation inside the defendant’s car, where “‘[t]he general public could peer into 

the interior of [the defendant’s] automobile from any number of angles.’”  399 

Mass. 291, 294 (1987) (citation omitted).  See also Commonwealth v. Connolly, 

454 Mass. 808, 819 (2009) (“Under the Fourth Amendment, there is no reasonable 

expectation of privacy in the publicly visible exterior of a vehicle.”); 

Commonwealth v. One 1985 Ford Thunderbird Automobile, 416 Mass. 603, 608-

10 (1993) (no reasonable expectation of privacy where police observed defendant’s 

marijuana plants growing in a swimming pool behind a house by flying overhead 

in a helicopter).  The public-view principle is thus strongly rooted in both 

Massachusetts and federal law.3   

It is not surprising, then, that a great many courts across the country—the 

vast majority to address the issue—have applied this principle to find no 

reasonable expectation of privacy in pole-camera cases, both before and after the 

 
3 The longstanding acceptance of this principle make sense, since it is based on a 
wholly intuitive notion.  See Commonwealth v. Starr, 55 Mass. App. Ct. 590, 593 
(2002) (“Societal beliefs, reflecting our common sense, undoubtedly support the 
conclusion that it is unreasonable to claim privacy in that which one consciously 
places in public view.”). 
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Supreme Court’s decisions in Carpenter v. United States, 138 S. Ct. 2206 (2018) 

(addressing CSLI technology), and United States v. Jones, 565 U.S. 400 (2012) 

(addressing GPS technology), on which appellants heavily rely.  See, e.g., United 

States v. Edmonds, No. 2:18-CR-00225-01, 2020 WL 573272, at *3 (S.D. W. Va. 

Feb. 5, 2020) (unreported) (pole-camera evidence was “footage of vehicles coming 

and going from the residences—something that can be observed by any neighbor, 

passer-by, or officer physically surveilling the area”); United States v. Kelly, 385 F. 

Supp. 3d 721, 727 (E.D. Wis. 2019) (citing Ciraolo, 476 U.S. at 213, for 

proposition that Fourth Amendment protection “has never been extended to require 

law enforcement officers to shield their eyes when passing by a home on public 

thoroughfares”); United States v. Tirado, No. 16-CR-168, 2018 WL 3995901, at *2 

(E.D. Wis. Aug. 21, 2018) (unreported) (denying Carpenter-based motion for 

reconsideration, where cameras did not “permit the police to see things an officer 

standing on the street could not see”); United States v. Tuggle, No. 16-CR-20070-

JES-JEH, 2018 WL 3631881, at *3 (C.D. Ill. July 31, 2018) (unreported) (pole 

cameras “only captured what would have been visible to any passerby in the 

neighborhood”); United States v. Houston, 813 F.3d 282, 287 (6th Cir. 2016) 

(camera captured “same view enjoyed by passersby on public roads”); United 

States v. Bucci, 582 F.3d 108, 116 (1st Cir. 2009) (individual “does not have an 

expectation of privacy in items or places he exposes to the public”); United States 
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v. Jackson, 213 F.3d 1269, 1281 (10th Cir. 2000) (pole cameras “were capable of 

observing only what any passerby would easily have been able to observe”).4   

The facts here offer no persuasive reason to depart from this longstanding 

and overwhelming precedent.  It is undisputed that the pole cameras in this case 
 

4 See also United States v. Kubasiak, No. 18-CR-120-PP, 2018 WL 4846761, at *7 
(E.D. Wis. Oct. 5, 2018) (unreported); United States v. Robert Reno-1, No. 
4:16CR380 CDP (SPM), 2018 WL 10298007, at *12 (E.D. Mo. Nov. 7, 2018), 
report and recommendation adopted sub nom. United States v. Reno, 2018 WL 
6413709 (E.D. Mo. Dec. 6, 2018) (unreported); United States v. Kay, No. 17-CR-
16, 2018 WL 3995902, at *1 (E.D. Wis. Aug. 21, 2018) (unreported); United 
States v. Bailey, No. 15-CR-6082G, 2016 WL 6995067, at *33 (W.D.N.Y. Nov. 
29, 2016) (unreported); United States v. Cantu, 684 Fed. Appx. 703, 704 (10th Cir. 
2017) (unreported); United States v. Wymer, 654 Fed. Appx. 735, 744 (6th Cir. 
2016) (unreported); State v. Rigel, 97 N.E.3d 825, 831 (Ohio Ct. App. 2017); State 
v. Duvernay, 92 N.E.3d 262, 270 (Ohio Ct. App. 2017); United States v. 
Campuzano-Chavez, No. CR-15-00154-HE, 2016 WL 879326, at *4 (W.D. Okla. 
Mar. 7, 2016) (unreported); United States v. Gilliam, No. 02:12-CR-93, 2015 WL 
5178197, at *9 (W.D. Pa. Sept. 4, 2015) (unreported); United States v. Birrueta, 
No. 13-CR-2134-TOR, 2014 WL 11369624, at *9 (E.D. Wash. Mar. 21, 2014) 
(unreported); United States v. Krawczyk, No. CR12-01384-PHX-DGC, 2013 WL 
3853213, at *2 (D. Ariz. July 25, 2013) (unreported); United States v. Baltes, No. 
8:11-CR-282 (MAD), 2013 WL 11319002, at *7 (N.D.N.Y. Apr. 22, 2013) 
(unreported); United States v. Nowka, No. 5:11-CR-474-VEH-HGD, 2012 WL 
6610879, at *5 (N.D. Ala. Dec. 17, 2012) (unreported); United States v. Brooks, 
911 F. Supp. 2d 836, 843 (D. Ariz. 2012); United States v. Adams, No. 3:08-CR-
77, 2011 WL 13161193, at *5 (N.D.W. Va. Feb. 23, 2011) (unreported); State v. 
Torres, No. 2 CA–CR 2010–0283, 2011 WL 4825640, at *4 (Ariz. Ct. App. Oct. 
12, 2011) (unreported); United States v. Aguilera, No. 06-CR-336, 2008 WL 
375210, at *2 (E.D. Wis. Feb. 11, 2008) (unreported).  But see People v. Tafoya, 
No. 17CA1243, 2019 WL 6333762 (Colo. App. Nov. 27, 2019) (unreported); 
United States v. Moore-Bush, 381 F. Supp. 3d 139 (D. Mass. 2019); State v. Jones, 
903 N.W.2d 101 (S.D. 2017); United States v. Vargas, No. CR-12-6025-EFS 2014 
U.S. Dist. LEXIS 184672 (E.D. Wash. Dec. 15, 2014) (unreported); Shafer v. City 
of Boulder, 896 F. Supp. 2d 915 (D. Nev. 2012); United States v. Cuevas-Sanchez, 
821 F.2d 248, 250 (5th Cir. 1987). 
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were directed on limited street scenes, in one location for each camera, and they 

recorded activities that were entirely visible to passing drivers and pedestrians.  See 

App. 88-101 (photos showing views from pole cameras).  The cameras could not 

peer inside houses or record conversations.  The conduct on view was just as 

visible to the public as the exterior of a car, see Class, 475 U.S. at 114, or garbage 

bags left on a curb, see Greenwood, 486 U.S. at 40.  A person has no reasonable 

expectation of privacy in his or her location “while standing on a public sidewalk, 

visible to any onlookers, including police, who would care to look in the 

individual’s direction.”  Almonor, 482 Mass. at 42 n.11.  Because the Fourth 

Amendment does not “require law enforcement officers to shield their eyes when 

passing by a home on public thoroughfares,” Ciraolo, 476 U.S. at 212, the decision 

below should be affirmed.  

B. Decisions Addressing Location-Tracking Technologies Do 
Not Overrule the General Public-View Principle.  

In arguing that a search occurred here, appellants never directly confront the 

public-view principle, instead simply presuming that it is no longer good law.  See, 

e.g., Appellants’ Br. 18-19 (asserting that, if the First Circuit’s decision in Bucci—

which rests on the public-view principle—“once stood on generally accepted legal 

principle, it no longer does”).  But appellants have not pointed to any decision of 

this Court or the Supreme Court—including the cases relating to location-tracking 

on which appellants so heavily rely—that has overruled the principle.  And 
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critically, the location-tracking decisions make clear that their outcomes and 

holdings turned on the unique characteristics of the technologies at issue.  They do 

not broadly (whether expressly or impliedly) cast aside the long-held principle that 

there generally is no reasonable expectation of privacy in particular actions and 

things exposed to public view.  

Several of the decisions finding that use of location-tracking technology 

constitutes a search rely on a trespass theory unrelated to privacy or public view.  

In Jones, for example, the majority held that the government’s installation and use 

of a GPS device on a target’s vehicle constituted a search because the government 

“physically occupied private property for the purpose of obtaining information.”  

565 U.S. at 404.  Similarly, this Court concluded in Connolly that use of a GPS 

device on the defendant’s minivan was a seizure under Article 14 because police 

“interfere[d] with the defendant’s interest in the vehicle” and used “private 

property (the vehicle) to obtain information for their own purposes.”  454 Mass. at 

823.  Such property-based theories have no relevance on the narrow facts presented 

here.5 

 
5 Appellants suggest in a heading of their brief that a trespass theory entitles them 
to relief.  See Appellants’ Br. at 31 (“THE GOVERNMENT INTRUSION IN 
THIS CASE IS A SEARCH UNDER EITHER TRESPASS OR EXPECTATION 
OF PRIVACY ANALYSIS”).  But neither the text under this heading nor any 
other part of appellants’ brief provides analysis of a trespass theory.  And there is 
 (footnote continued) 



28 
 

In other location-tracking cases, courts do apply a privacy rationale, but 

those decisions do not reflect a wholesale rejection of the public-view principle; 

instead, they state narrow holdings closely tied to the specific nature of location-

tracking technology.  In Carpenter, for example, the Supreme Court emphasized 

the “unique nature of cell phone location records” in holding that police use of 

CSLI was a search.  138 S. Ct. at 2217; see also Jones, 565 U.S. at 415 

(Sotomayor, J., concurring) (referring to “some unique attributes of GPS 

surveillance”).  And the Carpenter Court stated that its decision was a “narrow 

one,” tied specifically to CSLI technology, that did not “call into question 

conventional surveillance techniques and tools, such as security cameras.”  Id. at 

2220.6  

 
(footnote continued) 
simply no basis to assert a physical trespass here, since the pole camera was not 
installed on appellants’ property.  
6 This reference to security cameras provides even more support for the view that 
Carpenter does not govern in this case.  In United States v. Moore-Bush, a federal 
district judge found that a pole camera is not a “security camera” as described in 
Carpenter because security cameras are used to guard against crime (e.g., to 
“monitor a heavily trafficked area or commercial establishment”) rather than for 
investigatory purposes.  381 F. Supp. 3d 139, 145-46 (D. Mass. 2019).  But there is 
no basis for interpreting Carpenter’s reference to “security cameras” in that way.  
Indeed, that interpretation is counterintuitive, given that Carpenter dealt 
specifically with Fourth Amendment requirements relating to police investigative 
techniques.  And regardless, there can be no dispute that the Carpenter Court 
specifically limited its holding to the CSLI technology at issue.  138 S. Ct. at 2220.   
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Similarly, in addressing police use of warrantless cell phone “pings” to 

determine a phone’s location, this Court in Almonor emphasized the unique nature 

of cell phone location-tracking technology, noting that, since cell phones are now 

“‘almost a feature of human anatomy,’” police can use them to “‘locate a person 

entirely divorced from all visual observation,’” Id. at 45 (citations omitted)—

something the pole cameras in this case could not do.  The Court also pointed to 

the “intrusive nature of police action that causes an individual’s cell phone to 

transmit its real-time location” as raising “distinct privacy concerns.”  Id. at 45.  

The Court held that cell phone location technology “finds no analog in the 

traditional surveillance methods of law enforcement.”  Id. at 46; see also 

Augustine, 467 Mass. at 251-52 (referring to the “distinctive characteristics of 

cellular telephone technology and CSLI”).   

Moreover, the expectation of privacy that courts have identified in these 

cases is in detailed, comprehensive location information—information of the kind 

that location-tracking technologies are uniquely capable of capturing and 

transmitting, and which is not at issue with the fixed cameras here.  See, e.g., 

Carpenter, 138 S. Ct. at 2219 (Carpenter had reasonable expectation of privacy “in 

the whole of his physical movements”); id. at 2217 (CSLI implicates reasonable 

expectation of privacy because it “provides an all-encompassing record of the 

holder’s whereabouts”); Jones, 565 U.S. at 416 (suggesting “reasonable societal 
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expectation of privacy in the sum of one’s public movements”); Johnson, 481 

Mass. at 716 (individuals have reasonable expectation of privacy “in a detailed 

comprehensive documentation of their physical movements over an extended 

period of time”); Almonor, 482 Mass. at 46 (“[a]llowing law enforcement to 

immediately locate an individual whose whereabouts were previously unknown by 

compelling that individual’s cell phone to reveal its location” violates reasonable 

expectation of privacy); Augustine, 467 Mass. at 246 (“Clearly, tracking a person’s 

movements implicates privacy concerns.”); id. at 254 (GPS data and historical 

CSLI implicate a person’s reasonable expectation of privacy “by tracking the 

person’s movements”); id. at 255 (defendant had subjective and objective privacy 

interest “in his location information as reflected in the CSLI records”); 

Commonwealth v. Rousseau, 465 Mass. 372, 382 (2013) (“under art. 14, a person 

may reasonably expect not to be subjected to extended GPS electronic surveillance 

by the government, targeted at his movements, without judicial oversight and a 

showing of probable cause” (emphasis added)). 

Courts have also emphasized that a particular danger of location-tracking 

technologies is their ability to track individuals in private places—a point wholly 

consistent with the public-view principle.  In Augustine, for example, the Court 

found “no real question that the government, without securing a warrant, may use 

electronic devices to monitor an individual’s movements in public to the extent 
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that the same result could be achieved through visual surveillance.”  467 Mass. at 

252 (emphasis added).  Private spaces are different, however—the Court noted that 

the “distinction between privacy interests in public and private spaces makes CSLI 

especially problematic, because cellular telephones give off signals from within 

both spaces, and when the government seeks to obtain CSLI from a cellular service 

provider it has no way of knowing in advance whether the CSLI will have 

originated from a private or public location.”  Id. at 252-53.  “Given that art. 14 

protects against warrantless intrusion into private places,” the Court went on, “we 

cannot ignore the probability that, as CSLI becomes more precise, cellular 

telephone users will be tracked in constitutionally protected areas.”  Id. at 253 

(emphasis added); see also id. at 249 (CSLI “tracks the user’s location far beyond 

the limitations of where a car can travel”); id. at 251 (CSLI “may yield a treasure 

trove of very detailed and extensive information about the individual’s ‘comings 

and goings’ in both public and private places” (emphasis added)).  And in 

Almonor, as noted above, this Court reiterated the view that the reasonable 

expectation of privacy in location information does not extend to fully-public 

areas.  482 Mass. at 42 n.11 (no reasonable expectation of privacy in person’s 

“real-time location while standing on a public sidewalk, visible to any onlookers, 

including police, who would care to look in the individual’s direction”).  The 

Supreme Court evinced the same concern for the use of CSLI in private spaces in 
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Carpenter, noting that a cell phone “faithfully follows its owner beyond public 

thoroughfares and into private residences, doctor’s offices, political headquarters, 

and other potentially revealing locales.”  138 S.Ct. at 2218 (emphasis added).  

The location-tracking decisions of this Court and the Supreme Court thus do 

not reflect broad holdings eliminating the public-view principle, as appellants 

suggest; rather, they are decisions that respond to the unique constitutional 

implications of a technology that can trace all of a person’s whereabouts, and that 

courts have found can allow the government to create a sketch of a person’s entire 

life.   

C. Pole Cameras are Different from Location-Tracking 
Technologies.  

Not only have recent decisions on novel location-tracking technologies not 

overruled the public-view principle, but these recent cases do not govern here 

because the pole cameras used in this case differ from those technologies in myriad 

ways, including as to several key dimensions.  

First, the pole cameras here captured only conduct and areas fully exposed 

to the public.  Location-tracking technologies, on the other hand, provide 

information about a person’s movements in both public and private places, as 

discussed above.  See supra at 30-32.  That reach into the private sphere was a 

particular focus of this Court in Augustine.  See 467 Mass. at 253 (expressing 

concern that CSLI could result in tracking “in constitutionally protected areas”).   
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Second, the pole cameras did not capture comprehensive location 

information, and therefore did not—in contrast to location-tracking technologies—

“generate a precise, comprehensive record of a person’s public movements that 

reflects a wealth of detail about her familial, political, professional, religious, and 

sexual associations.”  Jones, 565 U.S. at 415 (Sotomayor, J., concurring).  The pole 

cameras could not record appellants’ activities outside of the cameras’ narrow field 

of view.  While the pole camera could capture certain personal details—such as 

when appellants left home and returned each day, and who visited—this is not 

comparable to a modern location-tracking device, which can “achieve[] near 

perfect surveillance, as if [the government] had attached an ankle monitor” to the 

defendant.  Carpenter, 138 S.Ct. at 2218; see also Almonor, 482 Mass. at 45 (cell 

phones are essentially a “hidden tracking device that can be activated by law 

enforcement at any moment”).   

Thus, the pole cameras at issue here, unlike a cell phone, could not 

“faithfully follow[] its owner” into “private residences, doctor’s offices, [or] 

political headquarters.”  Id. at 2218.  The pole cameras, unlike CSLI, could not 

capture trips to “the psychiatrist” or “the abortion clinic” or “the mosque, 

synagogue or church,” and certainly could not track an individual from one of 

those places to another.  Jones, 565 U.S. at 415 (Sotomayor, J. concurring).  The 

pole cameras therefore did not enable the government “to ascertain, more or less at 
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will, [an individual’s] political and religious beliefs, sexual habits, and so on.”  Id. 

at 416 (Sotomayor, J., concurring).  The pole cameras simply could not provide the 

same “‘intimate picture of one’s daily life’” provided by location tracking.  

Augustine, 467 Mass at 248 (citation omitted).  Since the pole cameras recorded 

only what happened to cross their limited range of sight, they were not nearly as 

intrusive as location-tracking technology.  

Moreover, appellants’ description of the pole cameras as “around-the-clock 

video surveillance,” Appellants’ Br. 17, is misleading.  The vast majority of people 

do not spend all, or even a significant portion, of their day directly outside their 

house, where the cameras’ views were fixed.  Thus, while cameras may be on for 

24 hours a day, they generally provide no personal information about their targets 

for huge portions of that time.  See Kubasiak, 2018 WL 4846761, at *6 (“Even for 

twenty-four hours a day over several months, [the pole camera] could ‘observe’ the 

defendant only when he was in his backyard, within view of the camera.”). This is 

in direct contrast to modern location-tracking technologies, which may well 

identify an individual’s location at every moment of every day.  

Multiple courts have made similar findings in pole camera cases.  See, e.g.,  

Houston, 813 F.3d at 290 (pole camera “was not so comprehensive as to monitor 

Houston’s every move; instead, the camera was stationary and only recorded his 

activities outdoor on the farm”); Kelly, 385 F. Supp. 3d at 727 (defendant “takes 
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Carpenter’s reasoning too far,” because a “process that records only what someone 

standing in the apartment hallway, or outside the apartment complex, could have 

seen” is different from a “process [that] follows a person into homes, places of 

worship, hotels, bedrooms, restaurants and meetings”); Reno, 2018 WL 10298007, 

at *13 (“the level of intrusiveness resulting from a continuously recording 

station[a]ry pole camera trained exclusively on an area accessible to the public 

seems to be dramatically different from the level of intrusiveness resulting from 

the use of other types of surveillance like a GPS tracker”); Mazzara, 2017 WL 

4862793, at *12 (“While it is true that the Pole Camera here recorded all of 

Mazzara’s public activities within the Surveilled Area, it did not record any of his 

activities outside the camera’s narrow field of view.”); Kubasiak, 2018 WL 

4846761, at *6 (“Because the surveillance camera was fixed, it could observe the 

defendant in only one location—his back yard.”); Tuggle, 2018 WL 3631881, at *3 

(“Pole cameras are limited to a fixed location and capture only activities in camera 

view, as opposed to GPS, which can track an individual’s movement anywhere in 

the world.”).7   

 
7 To the extent that the pole cameras here captured certain personal details, that 
fact alone does not render their use a search.  By analogy, the phone numbers that 
individuals dial from their home phones reveal personal information, but 
individuals nonetheless have no reasonable expectation of privacy in that 
information.  See Smith v. Maryland, 442 U.S. 735 (1979); Commonwealth v. 
Vinnie, 428 Mass. 161, 178 (1998).  In Augustine, this Court noted the “enormous 
 (footnote continued) 
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Third, the pole cameras here captured solely the discrete acts that appellants 

knowingly exposed to public view.  Appellants knew that the actions they took 

outside their homes were in full view of the public, including any passerby or 

neighbor; precisely that same conduct was recorded by the pole cameras.  

Location-tracking technologies lack that perfect correspondence between public 

conduct and captured information—while such technologies do capture certain 

public conduct, they go a significant step further, using a multitude of locations to 

create “an all-encompassing record of the holder’s whereabouts”  without that 

person’s knowledge.  Carpenter, 138 S. Ct. at 2217.  As this Court described in 

Almonor, “individuals are constantly, and often unknowingly, carrying a hidden 

tracking device that can be activated by law enforcement at any moment” and can 

“secretly and instantly identify a person’s real-time physical location at will.”  482 

Mass. at 45-46 (citation omitted).  This tool is “‘entirely divorced from all visual 

observation.’”  Id. at 45.  Nothing in a person’s public conduct implies consent to 

 
(footnote continued) 
difference” between a call log and CSLI; while “a call log relating to a land line 
may indicate whether the subscriber is at home, but no more,” CSLI “may yield a 
treasure trove of very detailed and extensive information about the individual’s 
‘comings and goings’ in both public and private places.”  467 Mass. at 251.  What 
these decisions show is that the specific degree of intrusiveness is an important 
factor.  Here, pole cameras do not reveal anything close to the degree of intimate, 
all-encompassing detail revealed by location-tracking technologies.   
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such “detailed, encyclopedic” location-tracking, whether by the public or anyone 

else.  Carpenter, 138 S. Ct. at 2216.8  

This Court has commented on the involuntary nature of location-tracking 

technologies.  See Augustine, 467 Mass. at 250 (“No cellular telephone user . . . 

voluntarily conveys CSLI to his or her cellular service provider in the sense that he 

or she first identifies a discrete item of information or data point like a telephone 

number . . .  and then transmits it to the provider.”).  In Almonor, this Court 

described how, “[w]hen the police ping a cell phone . . .  they compel it to emit a 

signal.”  482 Mass. at 43 (emphasis added).  “This action and transmission . . . is 

done without any express or implied authorization or other involvement by the 

individual cell phone user.”  Id.  “Pinging” thus allows police to “secretly 

manipulate our personal cell phones . . . for the purpose of transmitting our 

 
8 Appellants suggest that the pole cameras here had a similar encyclopedic reach 
because they collected an “aggregate of information” over a long period.  
Appellants’ Br. 30.  One reason this comparison is flawed is that a person could 
reasonably expect a member of the public to gain a similar “aggregate of 
information” over time.  As the court noted in United States v. Mazzara, “[t]here 
are numerous people—a neighbor, mail carrier, student, or dog walker, just to 
name a few—that might be expected to pass by the Surveilled Area every day, 
perhaps even multiple times per day.”  No. 16 CR. 576 (KBF), 2017 WL 4862793, 
at *10 (S.D.N.Y. Oct. 27, 2017) (unreported).  Those individuals “have a routine 
and continuous opportunity to observe [appellants’] public conduct within the 
Surveilled Area . . . . Anyone who has ever had a ‘nosy neighbor’ certainly knows 
that to be true.”  Id. 
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personal location data.”  Id. at 44.  This element of user ignorance and compulsion 

is wholly lacking with pole cameras. 

Appellants appear to suggest that their conduct was not knowing here 

because they did not expect to be surveilled by police.  See Appellants’ Br. 24 

(“people do not have an expectation that they will be covertly surveilled or 

eavesdropped upon in public without any objective warning”).  But the reasonable 

expectation of privacy test relates to knowledge of public exposure, not police 

exposure.  See Katz, 389 U.S at 351 (“What a person knowingly exposes to the 

public, even in his own home or office, is not a subject of Fourth Amendment 

protection.” (emphasis added)).  Whether appellants expected police to be 

watching is irrelevant.  See D’Onofrio, 396 Mass. at 717-18 (finding no search 

where undercover officer gained admittance to club under false name, because, 

“[i]f the public was freely admitted, the defendants did not have a reasonable 

expectation of privacy”).   

Fourth, pole cameras are not a new technology—a key point of analysis to 

which both this Court and the Supreme Court have shown particular attention.  In 

Johnson, for example, this Court noted “the difficulty of defining expectations of 

privacy that are implicated by novel applications of new technologies.”  481 Mass 

at 716 (citation omitted); see also Carpenter, 138 S.Ct. at 2222 (“When 

confronting new concerns wrought by digital technology, this Court has been 
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careful not to uncritically extend existing precedents.”).  Location-tracking, courts 

have found, is just such a new technology, which “does not fit neatly under 

existing precedents.”  Id. at 2214; see also id. at 2219 (referring to the “seismic 

shifts in digital technology that made possible the tracking of not only Carpenter’s 

location but also everyone else’s, not for a short period but for years and years”); 

Almonor, 482 Mass. at 41 (in response to “ubiquitous use of cell phones, and the 

technology allowing for the tracking of their location,” courts “increasingly have 

been tasked with addressing whether these enhanced surveillance capabilities 

implicate any objectively reasonable expectations of privacy”).  

Pole cameras fall within a category of well-understood technology that, in 

contrast to location-tracking, does “fit neatly under existing precedents.”  

Carpenter itself referred to “security cameras” within the category of 

“conventional surveillance techniques and tools” that the Court’s decision did not 

disturb.  138 S. Ct. at 2220.  And pole cameras have been in use and under judicial 

consideration for years.  Two decades ago, the Tenth Circuit held that pole cameras 

overlooking residences did not intrude on any reasonable expectation of privacy.  

United States v. Jackson, 213 F.3d 1269, 1280 (10th Cir. 2000); see also United 

States v. Cuevas-Sanchez, 821 F.2d 248, 250 (5th Cir. 1987) (finding search where 

government installed pole camera overlooking appellant’s 10-foot high fence 

bordering his backyard in 1987); State v. Holden, 964 P.2d 318, 321-22 (Utah Ct. 



40 
 

App. 1998) (addressing hidden police video surveillance of front yard of residence 

in 1998); Tuggle, 2018 WL 3631881, at *3 (“while the Supreme Court has recently 

extended Fourth Amendment protections to address surveillance methods 

implicating new technologies, the [pole camera] surveillance here used ordinary 

video cameras that have been around for decades”); Kubasiak, 2018 WL 4846761, 

at *5 (“the defendant’s implication that a stationary video camera is some form of 

advanced technology that requires an evolved view of Fourth Amendment 

jurisprudence has no merit”).   

Appellants attempt to address this flaw in their reliance on location-tracking 

cases by suggesting that the pole cameras used here were highly advanced 

compared to traditional video surveillance.  See Appellants Br. 19 (“in 2020, we 

may as well be a century away from the technology employed in Bucci”); id. at 20 

(the technology used here was “frightening in comparison to that used in 2003”).  

Appellants offer no support for these hyperbolic statements, however.9   

The parties’ stipulations make clear that the pole cameras used in this case in 

fact had fairly basic capabilities: they could zoom and angle in different directions, 

 
9 Indeed, appellants agreed to a set of stipulations that include nothing on this 
subject.  App. 102-06.  Appellants therefore failed to develop a record in the lower 
court to support this argument.  See ZVI Const. Co., LLC v. Levy, 90 Mass. App. 
Ct. 412, 423 (2016) (declining to consider argument “not factually developed in 
the record before us”).   
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and investigators could remotely view the video in real time, as well as search and 

review previously-recorded footage.  At least as of 2000, pole cameras could 

“zoom in close enough to read a license plate.”  Jackson, 213 F.3d at 1276.  The 

pole cameras here did not have any infrared or night vision capabilities.  See App. 

102-04.  Certainly, the cameras did not have “facial recognition” or “biometric 

identification,” and could not “captur[e] . . . things no person could ever anticipate 

a casual passerby seeing,” Appellants’ Br. 20.  Whether new technologies not used 

here, in combination with pole cameras or on their own, could raise Fourth 

Amendment concerns is simply not a question presented on this record, and 

appellants’—and amici’s10—arguments on these grounds need not and should not 

be reached here. 

In sum, pole cameras are entirely dissimilar from location-tracking 

technologies with respect to the elements critical to the reasonable expectation of 

 
10 See Brief Amicus Curiae Of The American Civil Liberties Union, The American 
Civil Liberties Union Of Massachusetts, Inc., The Electronic Frontier Foundation, 
And The Center For Democracy And Technology (Dkt. No. 17), at 31-34 
(describing “a camera small enough to be affixed to a drone, which can identify a 
face from 1,000 feet and read serial numbers from 100 feet”; cameras that “zoom 
in and read text messages off a phone”; and a camera “that could see any object a 
centimeter-and-a-half wide from 150 meters”).  None of these technologies are at 
issue in this case, where the parties’ stipulations make clear that the cameras were 
in a fixed location and had no better viewing capability than the average person 
walking by.   
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privacy analysis in Carpenter, Almonor, Augustine, and other relevant precedent.  

That precedent, therefore, does not require reversal here.   

D. Appellants Had No Reasonable Expectation of Privacy in 
Video Footage Captured by Pole Cameras in This Case. 

A person has a reasonable expectation of privacy only if (1) he or she 

“‘manifested a subjective expectation of privacy in the object of the search,’” and 

(2) “‘society is willing to recognize that expectation as reasonable.’”  Almonor, 

482 Mass. at 40 (quoting Augustine, 462 Mass. at 242); see also Carpenter, 138 

S.Ct. at 2213.  The defendant bears the burden of establishing both elements.  

Almonor, 482 Mass. at 40.  Appellants cannot establish either element here.  

First, appellants did not manifest a subjective expectation of privacy in their 

conduct captured by pole cameras.  Under the subjective prong, the “relevant 

question is whether [appellants were] ‘seek[ing] to preserve as private’ the 

evidence at issue.”  United States v. Rheault, 561 F.3d 55, 59 (1st Cir. 2009) 

(finding subjective prong satisfied where defendant demonstrated “an intent to 

hide” a gun and drugs by placing them inside a washing machine); see also United 

States v. Walton, 763 F.3d 655, 658 (7th Cir. 2014) (subjective prong “looks ‘to the 

individual[’s] affirmative steps to conceal and keep private whatever item was the 

subject of the search.’”).  Here, appellants did not demonstrate any intent to 

preserve their conduct as private.  The telephone poles on which the cameras were 

installed are located on densely populated residential streets, and appellants have 
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not erected fences or other obstructions that could prevent prying eyes.  See App. 

88-101.  When appellants walked outside, they did so with full knowledge that 

they might be viewed by the public, yet they made no attempt to hide their 

activities.  See Tuggle, 2019 WL 3631881, at *3 (where defendant’s residence 

“was located in a populated residential area and had no fence, wall, or other object 

that would obstruct the view of a passerby,” the “lack of any attempt to obscure 

[defendant’s] driveway or residence from public view weighs against a finding” of 

a subjective expectation of privacy).  Appellants therefore cannot establish a 

subjective expectation of privacy.11 

Second, any expectation of privacy would have been objectively 

unreasonable.  Under the objective prong of the expectation-of-privacy test, this 

Court considers “‘various factors,’ including the ‘nature of the intrusion,’” 

“whether the public had access to, or might be expected to be in, the area from 

which the surveillance was undertaken; the character of the area (or object) that 

was the subject of the surveillance; and whether the defendant has taken normal 

precautions to protect his or her privacy.”  Almonor, 482 Mass. at 42-43 & n.10.  

 
11 In Moore-Bush, the court found that the defendant’s choice to live in a “quiet 
residential neighborhood in a house obstructed by a large tree” suggested a 
subjective expectation of privacy.  381 F. Supp. 3d at 143, 144.  Whether or not 
such an inference was justified in that case, the facts here do not support any 
similar inference; there is no evidence at all that appellants wished or attempted to 
conceal their conduct from public view.  
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The inquiry is “‘highly dependent on the particular facts and circumstances of the 

case.’”  Id. at 42 n.10 (citing One 1985 Ford Thunderbird Automobile, 416 Mass. 

at 607). 

As described above, the pole cameras here were installed in public locations 

and recorded only discrete areas that were visible to the public from the street.  

They recorded only conduct that could be viewed by the public in those discrete 

areas.  Appellants did not take “normal precautions”—in fact, they took no 

precautions at all—to protect their privacy.  An expectation of privacy in this 

entirely public setting is not one that “‘society is willing to recognize . . . as 

reasonable.’”  Almonor, 482 Mass. at 40 (citation omitted).12 

Appellants mistakenly rely on Katz, arguing that, just like the petitioner in 

that case, appellants had a reasonable expectation of privacy.  Appellants’ Br. 22-

25.  But a person who walks into a telephone booth and closes the door, as in Katz, 

has taken steps to avoid being overheard, and government wiretapping in that case 

therefore “violated the privacy upon which [the petitioner] justifiably relied.”  389 

 
12 That Massachusetts’ wiretap statute bans secret audio recording but does not 
implicate non-audio videotaping, see Mass. Gen. Laws ch. 272, § 99, further 
undermines appellants’ claimed expectation of privacy as one that society 
recognizes as reasonable.  Cf. One 1985 Ford Thunderbird Automobile, 416 Mass. 
at 609 (legality of police conduct, while not “conclusive,” is “nonetheless a 
consideration in determining whether an individual’s expectation of privacy is 
objectively reasonable”).  
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U.S. at 353.  Appellants, by contrast, knew they were in full view of anyone who 

happened to walk by, and took no analogous steps to preserve their privacy.  Katz 

is therefore inapposite here.  As the Katz Court made clear, “[w]hat a person 

knowingly exposes to the public . . . is not a subject of Fourth Amendment 

protection.”  389 U.S. at 351.13  Appellants had no reasonable expectation of 

privacy in this case.14 

 
13 Indeed, given the ubiquity of video cameras in public spaces today, it could be 
argued that assuming one is never being filmed in public is not reasonable.  Cf., 
e.g., Mazzara, 2017 WL 4862793, at *11 (“The reality is that society has come to 
accept a significant level of video surveillance.  . . . It is simply unreasonable for 
any person to believe that their public conduct, as it might be and often is recorded 
by . . . security cameras, nonetheless should remain private from observation.”); 
United States v. Stefanyuk, No. 4:17-CR-40042-KES, 2018 WL 3235569, at *7 
(D.S.D. June 15, 2018) (“The idea that you can step outside your door and not be 
filmed by someone or another is no longer an unassailable assumption.”), report 
and recommendation adopted, No. 4:17-CR-40042-KES, 2018 WL 3222556 
(D.S.D. July 2, 2018), aff’d, 944 F.3d 761 (8th Cir. 2019).  
14 Appellant Guerrero’s home was not the subject of any pole camera surveillance 
in this case; his claim presumably is based only on the fact that he occasionally 
appeared in pole camera footage installed at the residence of others.  See App. 102-
03.  That makes Guerrero’s claim even more tenuous than that of the other 
appellants here, as Justice Feeley concluded.  See App. 113-14.  There was simply 
no reason for Guerrero to expect privacy in publicly-visible locations in front of 
the residences of other people.  See, e.g., United States v. Cruz, No. 
CR1800827001PHXDGC, 2019 WL 5268881, at *3 (D. Ariz. Oct. 17, 2019) 
(unreported) (defendant could not claim reasonable expectation of privacy where 
pole camera was focused on co-defendant’s home, rather than on property owned 
or occupied by defendant). 
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III. AFFIRMANCE IS WARRANTED IN ANY EVENT BECAUSE 
POLICE ACTED IN GOOD FAITH. 

If this Court holds that police should have obtained a warrant to install the 

pole cameras, it should nonetheless affirm because the police reasonably believed, 

based on the state of the law at the time, that their actions were lawful.   

Application of the exclusionary rule would be inappropriate in this context.  

“The primary purpose of the exclusionary rule is to deter future police misconduct 

. . . .”  Commonwealth v. Santiago, 470 Mass. 574, 578 (2015).  Another purpose is 

to “preserve judicial integrity by dissociating courts from unlawful conduct.”  

Commonwealth v. Nelson, 460 Mass. 564, 571 (2011).  “Where those purposes are 

not furthered, rigid adherence to a rule of exclusion can only frustrate the public 

interest in the admission of evidence of criminal activity.”  Commonwealth v. 

Brown, 456 Mass. 708, 715 (2010) (declining to apply exclusionary rule where it 

“would plainly frustrate the public interest disproportionately to any incremental 

protection it might afford”); Commonwealth v. Wilkerson, 436 Mass. 137, 142 

(2002) (citing United States v. Janis, 428 U.S. 433, 454 (1976), for the proposition 

that “where ‘the exclusionary rule does not result in appreciable deterrence, then, 
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clearly, its use . . . is unwarranted’”) (alteration in original); Nelson, 460 Mass. at 

571.15   

That principle should result in affirmance here.  As described above, none of 

the decisions of this Court or of the Supreme Court bar warrantless installation of 

pole cameras, and the vast majority of courts to directly address the issue—

including the First Circuit—have upheld such installation under the Fourth 

Amendment.16  The police acted in good faith based on this precedent, and there is 

no evidence of police misconduct or any other unlawful behavior.  Cf. United 

States v. Curtis, 901 F.3d 846, 849 (7th Cir. 2018) (“even though it is now 

established that the Fourth Amendment requires a warrant for the type of cell-

phone data present here, exclusion of that information was not required because it 

was collected in good faith”).  Since suppression of the pole camera evidence here 

 
15 See also Commonwealth v. Fredericq, 482 Mass. 70, 91-92 (2019) (Cypher, J., 
concurring in part and dissenting in part) (stating view that “it is time [that the 
Court] adopt the good faith exception to the exclusionary rule in circumstances . . . 
where the police had an objectively reasonable good faith belief that their conduct 
was lawful . . . .”); id. at 85-86 (Lowy, J., in concurrence, recognizing “the 
potential benefits to adopting a good faith exception to the exclusionary rule”). 
16 The issue is again pending before the First Circuit in an appeal from the district 
judge’s decision in Moore-Bush declining to follow the First Circuit’s Bucci 
precedent.  See United States v. Moore-Bush, Docket Nos. 19-1582, 19-1583, 19-
1625, 19-1626.  
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would promote neither of the central purposes of the exclusionary rule, the 

decision below should be affirmed.17   

CONCLUSION 

For the foregoing reasons, the Court should affirm the denial of appellants’ 

motion to suppress.   
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Assistant Attorneys General 
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email:  anna.lumelsky@mass.gov 
 
 

Date:  March 27, 2020  

 
17 If the Court holds that installation of a pole camera requires a warrant, that 
holding should be considered a new rule that does not apply retroactively, because 
the result is not dictated by existing precedent, as described in this brief, and 
because neither of the two narrow Teague exceptions apply.  See Augustine, 467 
Mass. at 256-57.   
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Relevant Constitutional Provisions 

 

Massachusetts Declaration of Rights, Article XIV 
 
Every subject has a right to be secure from all unreasonable searches, and seizures, 
of his person, his houses, his papers, and all his possessions.  All warrants, 
therefore, are contrary to this right, if the cause or foundation of them be not 
previously supported by oath or affirmation; and if the order in the warrant to a 
civil officer, to make search in suspected places, or to arrest one or more suspected 
persons, or to seize their property, be not accompanied with a special designation 
of the persons or objects of search, arrest, or seizure: and no warrant ought to be 
issued but in cases, and with the formalities prescribed by the laws. 
 
 
Fourth Amendment to the United States Constitution  
 
The right of the people to be secure in their persons, houses, papers, and effects, 
against unreasonable searches and seizures, shall not be violated, and no warrants 
shall issue, but upon probable cause, supported by oath or affirmation, and 
particularly describing the place to be searched, and the persons or things to be 
seized. 
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PROCEDURAL AND FACTUAL BACKGROUND 

Defendant Nelson Mora ("Mora") is alleged in this case to be an 

organizer/leader of a large-scale illegal drug distribution operation based in Essex 

County. It is alleged that Mora was engaged in the illegal distribution of oxycodone, 

fentanyl, and cocaine. Defendants Gregory Inuyama ("Inuyama"), Frantz Adolphe 

("Adolphe"), Randy Suarez, and Aggeliki Iliopoulos ("Iliopoulos") are alleged to 

have been associated with Mora and involved to varying degrees in his drug 

distribution operation. Four other alleged participants have already pled guilty to 
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